Original Structure of Aceusers Access Database

Key Relationships
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Full Table Definitions
	External Users
	Assignments
	Users

	First_Name
	Text
	
	User_ID
	Text
	
	User_ID
	Text

	Surname
	Text
	
	Token_ID
	Number
	
	First_Name
	Text

	Address1
	Text
	
	
	
	
	Surname
	Text

	Address2
	Text
	
	
	
	
	Address1
	Text

	City
	Text
	
	History
	
	
	Address2
	Text

	Postcode
	Number
	
	History_Key
	Number
	
	City
	Number

	State
	Text
	
	User_ID
	Text
	
	Phone
	Text

	Phone
	Text
	
	Token_ID
	Number
	
	Organisation
	Text

	User_ID
	Text
	
	Date
	Date
	
	Region
	Text

	Organisation
	Text
	
	Action
	Text
	
	Department
	Text

	Token_ID
	Number
	
	Comment
	Text
	
	Sponsor_first
	Text

	
	
	
	
	
	
	Sponsor_surname
	Text

	
	
	
	
	
	
	Sponsor_phone
	Text

	Tokens

	Token_ID
	Number

	Enabled
	Boolean
	
	
	
	
	Postcodes

	Assigned
	Boolean
	
	
	
	
	Postkey
	Number

	Expired
	Boolean
	
	
	
	
	City
	Text

	Faulty
	Boolean
	
	
	
	
	Postcode
	Number

	Start_date
	Date
	
	
	
	
	State
	Text

	Expiry_date
	Date
	
	
	
	
	
	


Processes

On opening the Aceuser database, four options are presented on the main menu.

1. Token Assignments

2. User Maintenance

3. Token Maintenance

4. Reports

These options - once selected - open new forms, each of which shall be described in more detail below.

Token Assignments

The primary role of this form is to assign a RAS security token to a RAS user. It displays the name of the RAS user and the ID number of the token they’ve been assigned in a pair of drop boxes. A history of all actions performed against the currently displayed token is also listed. From this form the following options are available:

Find – Produces a search dialogue box allowing for searches on the RAS user’s name and the token ID.

New – This allows for a new assignment to be made. It clears the drop boxes for both username and token ID, allowing for them to be ‘dropped’ down and for a user and token ID to be selected. Only users without tokens can be assigned a token, and only if the token isn’t already assigned. Once saved, a new row is added to the Assignments table.
View User Details – Opens up the User Maintenance form (see below), pointing by default to the details for the user currently specified on the Token Assignments form.

View Token Details – Opens up the Token Maintenance form (see below), pointing by default to the details for the user currently specified on the Token Assignments form.

Update History – This allows for the recording of a specifiable event to be tied to a user/token pair, along with the date of the event and an optional comment, and then stored in the History table. The following events can be chosen:

	Token Assigned
	Token Returned

	Token Unassigned
	Token Expired

	Token Lost
	Token Enabled

	Token Disabled
	Token Faulty

	Audit Response Received
	Pin Reset

	Other
	


Save – Creates a new user/token assignment entry in the Assignment table.

Unassign – Removes the current user/token assignment entry from the Assignment table.

User Maintenance

This form allows for the creation of a new RAS user or for the modification of the details of existing RAS users.

Notes:

· The user_id field in History should allow nulls. It should be possible to perform an action against an unassigned token.

